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New Message

to: me

from <amazeon-security@hotmail.com>

subjetc: Amazon Account Suspended

Amazon Account Suspended

Amazon <amazeon-security@hotmail.com> Fake Email Address
Inbox July 12,2021 at 10:09 AM

Your Account Is Temporarily Suspended! )
P y=ush Too Generic

Hello user,

We temporarily suspended your Amazon account due to multiple
unauthorized accesses detected by our services. U rgency

To reinstate your account, we recommend that you update the information *
within the next 24 hours. Otherwise, your account will be permanently
suspended.

Fake Link

Update Your Information << http://info@amazonhelp.art>> e-

We hope to see yuo again soon.

Best, Grammar Error
Amazon Security Team

3 STEPS TO PROTECT YOUR BUSINESS

CONDUCT REGULAR SECURITY PERFORM ROUTINE TESTING DEPLOY QUARANTINING
AWARENESS TRAINING TO SEE WHETHER THE SOLUTIONS THAT STOP
TRAINING IS EFFECTIVE PHISHING ATTACKS
Keep your employees prepared to
deal with any security threats that It s critical to consistently Businesses can protect
come your way by keeping them evaluate the success of your themselves from the harmful
up to date on the latest security security training through e ects of phishing attacks
landscape and best practices quizzes, surveys and by deploying quarantining
through regular training. mock tests. solutions that help stop
phishing attempts in
their tracks.




