FORTIFY FOR PROTECTION

Since 2005, Provident has been providing small and growing
businesses with the customizable services necessary to reach
their goals. We understand that no two clients are the same.
As a Managed Service Provider (MSP), we use a combination
of tools in our toolkit to help our clients meet their security
goals to deliver the best total care and protection for IT
software, hardware, and users.

With our new security offering, Fortify for Protection,
Provident can now offer you greater insight into your security
gaps and areas for improvement. Fortify for Protection offers
clients the option to get an in-depth look at the things that
matter to them: how can | make my business more secure in
the most cost-efficient way possible?

With Fortify for Protection’s advanced profiling, risk scoring

and identification of gaps in coverage, clients can work with

Provident to get a better look at the defining security policies

in your organization. Our goal is to keep your hardware,

software, and data out of harm’s way and educate your
employees on best practices to keep company information
secure.

Fortify for Protection provides six important key features:
1. Monitoring and analysis - Monitor key log files to
identify and correlate events that could be malicious,
while providing additional security and adherence to
regulatory guidelines
2. Customized security profiles - Reduce the data noise
and focus on what really matters to identify technical gaps
in your environment, helping you to act on what’s

needed to prevent an attack.
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3. Risk scoring and alert thresholds - The risk score helps you identify

protection gaps and how they impact the device’s vulnerability to
threats you’re trying to protect against. You can then customize
alert thresholds to articulate acceptable risk on a per-device basis,
and tickets are only generated when a risk score exceeds its
threshold, eliminating much of the clutter and white noise found
in other solutions.

4. Advanced Reporting for Compliance- Guidance through

regulation  technical requirements, exposing  security
configuration gaps against policies and providing solutions to
address each issue.

. Webroot Secure Anywhere® DNS Protection - Equip your end-

client environment with this advanced DNS protection. Featuring
more than 80 URL categories, it provides greater visibility over
endpoint connections, reduces risk and tailor’s usage policies for
each SMB’s unique needs.

6. Webroot® Security Awareness Training- Comprehensive training

courses designed to educate your employees about security
threats and how to avoid them on an ongoing bas

By using Fortify for Protection, Provident can provide clients with
end-to-end security services and awareness without building and
maintaining in house operations. Provident can now allow you
deeper insights into how your organization can improve its
policies and follow best practices to minimize risk and offer clear
insight into security gaps with the same level of total care and
protection for your company IT software, hardware and users.
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