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There are seemingly countless IT services 
providers to choose from these days, and 
it can be challenging to tell one from 
another. However, not all IT services 
providers are created equal. Some offer 
independent services, while others are 
part of larger firms. Some are new to the 
field, while others have been around for 
years. There are also companies that put 
out slick marketing to grab your 
attention but make it hard to tell if they 
really live up to the hype.  

Well, we’re here to help you cut through 
the clutter. You want to hire someone 
who knows what they’re doing and will 
take care of your business the right way. 
To do that, there are a few questions you 
should ask every IT expert before you let 
them anywhere near your network – to 
ensure you’ll be in good hands.  

1. What’s Your IT Experience?  
Education, certifications and hands-on 

experience are all important. You want 
to know your “expert” is actually an 
expert. It’s all too easy for someone to 
pass themselves off as an expert when 
they really have limited experience, so 
you should never hire an individual or a 
company without vetting them first. 
After all, this person (or team) will be 
handling EXTREMELY sensitive 
hardware and data essential to the 
operation of your business. This isn’t the 
time to take risks or give someone the 
benefit of the doubt.  

When you work with an IT services 
company, or MSP, you can generally 
expect that the people you work with are 
educated and experienced, but you 
should always ask. It’s okay to dive in 
and ask them about their certifications, 
how long they’ve been doing their job 
and how familiar they are with your 
industry. And if you aren’t sure what 
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certain certifications are, feel free to ask follow-up questions. 
There’s a very good chance they’ll be more than happy to 
answer all of your questions, especially if they’re a true 
professional who knows what they’re doing!  

2. What’s Your IT Approach?  
There are different approaches to IT and network security. 
You have the old-fashioned break-fix approach and you have 
the modern proactive approach. The break-fix approach used 
to be the staple of the IT industry – it was the business model 
of just about every IT support firm in the 1990s and early 
2000s. This approach is pretty straightforward: something 
breaks, so you hire someone to come in and fix it. If many 
things break or something complicated breaks, you could be 
looking at a pretty hefty bill – not to mention the costs 
associated with downtime.  

Today, most MSPs take a proactive approach (and if they 
don’t, look elsewhere). They don’t wait for something to 
break – they’re already on it, monitoring your network 24/7, 
looking for outside threats or internal issues. They use 
advanced software that can identify trouble before it strikes. 
That way, they can go to work, proactively protecting your 
business so you avoid those hefty bills and long downtimes. 
These are companies that are willing to collaborate with you 

and your business to make sure you’re protected, your IT 
needs are met and you’re getting your dollars’ worth.  

3. What’s Your GUARANTEED Response Time?  
This question often gets overlooked, but it’s one that can 
make or break your business – and it can make or break 
your relationship with your IT services provider. You need 
to know that you won’t be left in the dark when something 
goes wrong within your network. If you’re experiencing a 
cyber-attack, or a power surge has taken out part of your 
server, the cost to your business can be catastrophic if your 
IT services provider can’t get to you right away. The 
longer you have to wait, the worse it can get.  

You need to work with someone who can give you a 
guaranteed response time in writing. It should be built 
into their business model or, better yet, the contract they 
want you to sign when you hire their services. They 
should be doing everything they can to instill confidence 
that they’ll be there for you when you need them. If you’re 
working with an IT company that doesn’t have your full 
confidence, you may need to rethink that relationship. 
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Free Cyber Security Assessment Will Reveal Where Your Computer 
Network Is Exposed And How To Protect Your Company Now 

At no cost or obligation, our highly skilled team of IT pros will come to your office and conduct a 
comprehensive cyber security audit to uncover loopholes in your company’s IT security. 

After the audit is done, we’ll prepare a customized “Report Of Findings” that will reveal specific 
vulnerabilities and provide a Prioritized Action Plan for getting these security problems addressed fast. 

“If you’re working with an  
IT company that doesn’t  
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you may need to rethink  
that relationship.” 

To get started and claim your free assessment (valued @ $597) now, 
call our office at 09 972 0367 
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ƚŚĞďƌĞĂŬƚŚƌŽƵŐŚ͘ĐŽ 
ƌǇĂŶΛƚŚĞďƌĞĂŬƚŚƌŽƵŐŚ͘ĐŽ 

ϬϮϳ�ϱϳϭ�ϳϬϳϯ� 

 

tŝƚŚ�ŽǀĞƌ�ϭϴ�ǇĞĂƌƐ�ĞǆƉĞƌŝĞŶĐĞ�ŝŶ�
ůĞĂĚĞƌƐŚŝƉ�ĚĞǀĞůŽƉŵĞŶƚ͕�ǁĞ�ŚĞůƉ�
ƚƌĂŶƐĨŽƌŵ�ŽƉĞƌĂƟŽŶĂů�ůĞĂĚĞƌƐ�
ĨƌŽŵ�ďĞŝŶŐ�ŐŽŽĚ�ƚĞĐŚŶŝĐĂůůǇ�Ăƚ�
ƚŚĞŝƌ�ũŽďƐ�ŝŶƚŽ�ŵŽƌĞ�ĐŽŶĮĚĞŶƚ�
ĂŶĚ�ĐĂƉĂďůĞ�ƉĞŽƉůĞ�ůĞĂĚĞƌƐ͘ 
KƵƌ�ůĞĂĚĞƌƐŚŝƉ�ƚƌĂŝŶŝŶŐ�ŝƐ�ĐĞŶƚƌĞĚ�
ĂƌŽƵŶĚ͗� 

 KŶ�ƚŚĞ�ũŽď�ůĞĂƌŶŝŶŐ 

 KŶůŝŶĞ�ůĞĂƌŶŝŶŐ 

 /ŶĚŝǀŝĚƵĂů�ĐŽĂĐŚŝŶŐ 

 WĞĞƌ�ůĞĂƌŶŝŶŐ�� 

 &ĞĞĚďĂĐŬ�ĨƌŽŵ�ŽǁŶ�ďƵƐŝŶĞƐƐ�
ůĞĂĚĞƌƐ͘�� 

tĞ�ĂƌĞ�ƉĂƐƐŝŽŶĂƚĞ�ĂďŽƵƚ�
ĐƌĞĂƟŶŐ�ůĂƐƟŶŐ�ĐŚĂŶŐĞ�ŝŶ�ƉĞŽƉůĞ͕�
ƐŚŝŌŝŶŐ�ƚŚĞŝƌ�ĐƵůƚƵƌĞ�ƚŽ�ĐƌĞĂƚĞ�
ŚŝŐŚ�ƉĞƌĨŽƌŵŝŶŐ�ƚĞĂŵƐ͘ 

/Ĩ�ǇŽƵ͛Ě�ůŝŬĞ�ƚŽ�ůĞĂƌŶ�ŵŽƌĞ�ĂďŽƵƚ�
ŚŽǁ�ǁĞ�ĐŽƵůĚ�ŚĞůƉ�ǇŽƵ͕�ƉůĞĂƐĞ�
ĐĂůů�Žƌ�ĞŵĂŝů�ƵƐ�ĨŽƌ�Ă�ĐŚĂƚ͘ 

Leah Tobak is a Project Manager with Petra Coach. 
With a background in public relations and marketing, 
she’s done a lot of work building relationships with 
customers and prospective customers. Outside of the 
corporate landscape, Leah is an international model and 
is known for her work in front of the camera.  
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ϯ�^ƚƌĂƚĞŐŝĞƐ�dŽ��ŽŵŝŶĂƚĞ�dŚĞ� 
ZĞůĂƟŽŶƐŚŝƉ��ĐŽŶŽŵǇ 

 hƐĞ�ƚĞĐŚŶŽůŽŐǇ�ƚŽ�ĂůůŽǁ�ĞŵƉůŽǇĞĞƐ�ƚŽ�ĨŽĐƵƐ�ŽŶ�ǁŚĂƚ͛Ɛ�
ŵŽƐƚ�ŝŵƉŽƌƚĂŶƚ͗�ďƵŝůĚŝŶŐ�ƌĞůĂƟŽŶƐŚŝƉƐ�ƚŚĂƚ�ƌĞƐƵůƚ�ŝŶ�
ŚŝŐŚĞƌ�ĐƵƐƚŽŵĞƌ�ůŽǇĂůƚǇ͘ 

 �ƵŝůĚ�Ă�ĐƵůƚƵƌĞ�ƚŚĂƚ�ĐƌĞĂƚĞƐ�ĞŵŽƟŽŶĂů�ĐŽŶŶĞĐƟŽŶƐ�
ǁŝƚŚ�ǇŽƵƌ�ĞŵƉůŽǇĞĞƐ͘ 

 �ƌĞĂƚĞ�ƌĞůĂƟŽŶƐŚŝƉ-ďƵŝůĚŝŶŐ�ƚƌĂŝŶŝŶŐ�ĨŽƌ�ŶĞǁ�ĂŶĚ�
ĞǆŝƐƟŶŐ�ĞŵƉůŽǇĞĞƐ͘ 

 

dŚŝŶŐƐ�dŚĂƚ���E��Ğ�dƌĂŝŶĞĚ͗ 

 �ƵƚŚĞŶƟĐŝƚǇ 

 /ŶƐĂƟĂďůĞ�ĐƵƌŝŽƐŝƚǇ 

 /ŶĐƌĞĚŝďůĞ�ĞŵƉĂƚŚǇ 

 'ƌĞĂƚ�ůŝƐƚĞŶŝŶŐ�ƐŬŝůůƐ� 
 
dŚĞ�ϭ�dŚŝŶŐ�dŚĂƚ���EEKd��Ğ�dƌĂŝŶĞĚ͗ 

 dŚĞ�ĂďŝůŝƚǇ�ƚŽ�ůŽǀĞ�ƉĞŽƉůĞ 

>Ğƚ͛Ɛ�ĨŽĐƵƐ�ŽŶ�ǁŚĂƚ�ĐĂŶ�ďĞ�ƚƌĂŝŶĞĚ�ĂŶĚ�ǁŚĂƚ�ƚŚĞƐĞ�ƚƌĂŝƚƐ�
ůŽŽŬ�ůŝŬĞ͘� 

�ƵƚŚĞŶƟĐŝƚǇ͗ 

 zŽƵ�ůŽǀĞ�ǁŚĂƚ�ǇŽƵ�ĚŽ͕�ĂŶĚ�ŝƚ͛Ɛ�ŽďǀŝŽƵƐ͘ 

 zŽƵ͛ƌĞ�ƚƌĂŶƐƉĂƌĞŶƚ�–�ŝĨ�ǇŽƵ�ŚĂǀĞ�ďĂĚ�ŶĞǁƐ͕�ĚŽŶ͛ƚ�ŚŽůĚ�
ŝƚ�ďĂĐŬ͘ 

 zŽƵ�ĂƌĞ�ĂƐ�ĐŽŵŵŝƩĞĚ�ƚŽ�ƚŚĞ�ƐƵĐĐĞƐƐ�ŽĨ�ǇŽƵƌ�ĐƵƐƚŽŵĞƌ�
ĂƐ�ƚŚĞǇ�ĂƌĞ͘ 

 zŽƵ�ŬŶŽǁ�ǇŽƵƌ�ĐůŝĞŶƚƐ͛�ƚŽƉ�ƚŚƌĞĞ�ŐŽĂůƐ� 
ĨŽƌ�ƚŚĞ�ǇĞĂƌ͘ 

 zŽƵƌ�ĐƵƐƚŽŵĞƌ�ƐŚŽƵůĚ�ŶŽƚ�ďĞ�ĂďůĞ�ƚŽ�ŝŵĂŐŝŶĞ�Ă�ǁŽƌůĚ�
ǁŝƚŚŽƵƚ�ǇŽƵƌ�ďƵƐŝŶĞƐƐ�ŝŶ�ŝƚ͘ 

 

/ŶƐĂƟĂďůĞ��ƵƌŝŽƐŝƚǇ͗� 

 zŽƵ͛ƌĞ�ĚǇŝŶŐ�ƚŽ�ůĞĂƌŶ�ĂďŽƵƚ�ŽƚŚĞƌƐ͘ 

 zŽƵ�ǁĂŶƚ�ƚŽ�ŬŶŽǁ�ĂďŽƵƚ�ďŽƚŚ�ĨĂŵŝůŝĂƌ�ĂŶĚ�
ƵŶĨĂŵŝůŝĂƌ�ƐƵďũĞĐƚƐ͘ 

 zŽƵ͛ƌĞ�ǁŝůůŝŶŐ�ƚŽ�ŵĞĞƚ�ĂƐ�ƐƚƌĂŶŐĞƌƐ�ďƵƚ�ůĞĂǀĞ�ĂƐ�
ĨƌŝĞŶĚƐ͘ 

 
/ŶĐƌĞĚŝďůĞ��ŵƉĂƚŚǇ͗ 

 zŽƵ�ůŽŽŬ�Ăƚ�ƚŚŝŶŐƐ�ĨƌŽŵ�ƚŚĞ�ĐƵƐƚŽŵĞƌ͛Ɛ�
ƉĞƌƐƉĞĐƟǀĞ͘ 

 zŽƵ�ƉƵƚ�ǇŽƵƌƐĞůĨ�ŝŶ�ǇŽƵƌ�ĐƵƐƚŽŵĞƌ͛Ɛ�ƐŚŽĞƐ͘ 

 zŽƵ�ůŝƐƚĞŶ�ĂŶĚ�ƚŚŝŶŬ�ĨƌŽŵ�ƚŚĞ�ŽƚŚĞƌ�ƉĞƌƐŽŶ͛Ɛ�
ƉŽŝŶƚ�ŽĨ�ǀŝĞǁ͕�ĂůůŽǁŝŶŐ�ƚŚĞŝƌ�ŵĞƐƐĂŐĞ�ƚŽ�ďĞĐŽŵĞ�
ŵƵĐŚ�ĐůĞĂƌĞƌ͘ 

 zŽƵ͛ƌĞ�ǁĂƌǇ�ŽĨ�ĞŵƉĂƚŚǇ�ĨĂƟŐƵĞ�ĂŶĚ�ĂďůĞ�ƚŽ�ƌĞƐĞƚ�
ǇŽƵƌƐĞůĨ͘ 

 
'ƌĞĂƚ�>ŝƐƚĞŶŝŶŐ͗� 

 zŽƵ�ŐŝǀĞ�ƚŚĞŵ�ĮĞƌĐĞ�ĂƩĞŶƟŽŶ͘ 

 zŽƵ�ĂƐŬ�Ă�ƋƵĞƐƟŽŶ�ĂŶĚ�ƚŚĞŶ�ŵŽƌĞ�ƋƵĞƐƟŽŶƐ͘ 

 zŽƵ�ĚŽŶ͛ƚ�ĚĞĨĞŶĚ�ƋƵĞƐƟŽŶƐ�ĂŶĚ�ŝŶƐƚĞĂĚ�ĞǆƉůŽƌĞ�
ŶĞǁ�ŽŶĞƐ͘ 

 zŽƵ�ďŽƵŶĐĞ�ƋƵĞƐƟŽŶƐ�ďĂĐŬ͘ 

 zŽƵ�ĮŐŚƚ�ƚŚĞ�ƵƌŐĞ�ƚŽ�ƌĞƉůǇ�ďĞĨŽƌĞ�ǇŽƵ�ĮŶŝƐŚ�
ůŝƐƚĞŶŝŶŐ͘ 

 
�ǀĞƌǇ�ĞŵƉůŽǇĞĞ�ƐŚŽƵůĚ�ƉŽƐƐĞƐƐ�ƚŚĞƐĞ�ĨŽƵƌ�ƚƌĂŝƚƐ͕�ĂŶĚ�
ǇŽƵ�ƐŚŽƵůĚ�ďĞ�ǁŝůůŝŶŐ�ƚŽ�ƚƌĂŝŶ�ǇŽƵƌ�ƚĞĂŵ�ƚŽ�ĚĞůŝǀĞƌ�ŽŶ�
ƚŚĞƐĞ�ƚƌĂŝƚƐ͘�tŚĞŶ�ǇŽƵ�ƐƵĐĐĞƐƐĨƵůůǇ�ďƌŝŶŐ�ƚŚĞƐĞ�ĨŽƵƌ�
ĞůĞŵĞŶƚƐ�ƚŽŐĞƚŚĞƌ͕�ǇŽƵ�ĂƌĞ�ƐĞƚ�ƵƉ�ĨŽƌ�ƐƵĐĐĞƐƐ�ĂŶĚ�ŚĂǀĞ�
ƚŚĞ�ĨŽƵŶĚĂƟŽŶ�ƚŽ�ďƵŝůĚ�ĂŶĚ�ŵĂŝŶƚĂŝŶ�ƐƚƌŽŶŐ�
ƌĞůĂƟŽŶƐŚŝƉƐ�ǁŝƚŚ�ǇŽƵƌ�ĐƵƐƚŽŵĞƌƐ͘�� 
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     Top 4 Security Certifications You 
Should Have In 2021 
 
GIAC Security Essentials (GSEC) 
Ideal for those who may not have an 
extensive background in IT security 
and networking but who work in an 
IT security (or similar) role and want 
a baseline certification. No 
prerequisites. Learn more at  
GIAC.org/certification/security-
essentials-gsec. 
 
(ISACA) Certified Information 
Security Manager (CISM) 
Less technical and more managerial. 
Ideal for those in IT and risk 
management roles that are not strictly 
technical. Prerequisites for 
certification include five years 
experience in information security 
(including three years as an 
information security manager). Learn 
more at ISACA.org/credentialing/
cism. 
 
(ISC)² Certified Information 
Systems Security Professional 
(CISSP) 
A high-level certification aimed at 
those with an extensive and 
knowledgeable IT security 
background. This certification is in 

very high demand by companies 
around the world. Prerequisites 
include five years experience in a 
position related to CISSP (or one year 
of experience plus a four-year 
degree). Learn more at ISC2.org/
certifications/cissp. 
 
(ISC)² Certified Cloud Security 
Professional (CCSP) 
Ideal for those experienced in IT 
security with an emphasis on cloud-
based solutions. Prerequisites for 
certification include a minimum of 
five years of full-time IT experience 
(with three years in information 
security). Learn more at ISC2.org/
certifications/ccsp.  
Infosec, Dec. 22, 2020 
 
     The Scientific Reason Your 
Employees Value Opinions Over 
Facts 
 
The research is clear: people have a 
habit of putting more value on 
opinion rather than fact. It’s because 
it’s easy! This is discussed in Daniel 
Kahneman’s best-selling book, 
Thinking, Fast And Slow, and in 
numerous research papers. Accepting 
opinions requires less thinking than 
evaluating facts.  

Data-driven companies need to take 
this into account when it comes to 
their teams. According to Kahneman, 
some people are “type 1” thinkers or 
fast thinkers, and opinions mean 
more to them. Others are “type 2” or 
slow thinkers – they take their time 
and evaluate what they hear.  
 
Michael Schrage, research fellow at 
MIT Sloan School’s Center for Digital 
Business, says you can’t just switch 
between the two types of thinking 
automatically. It’s more fundamental 
– you have to change people’s 
mindsets over time. His suggestion is 
to incentivize analytical, fact-based 
thinking and recognize employees 
who take this approach. Inc., Oct. 29, 
2015 
 
     3 Simple Yet Effective Ways To 
Boost Employee Morale 
 
1. Focus On Mental Health. Whether 
it’s your own mental health or the 
mental health of anyone on your 
team, make sure everyone has the 
time and space they need to take a 
break and refocus their energy. Make 
sure anxiety and stress are recognized 
and addressed in a positive way.  
 
2. Be With Your Team. Simply being 
present and available for everyone on 
your team goes a long way. Have 
regular one-on-one chats just to see 
how things are going and to ask if 
they need anything. When they do 
need something, do what you can to 
help (and be sure to follow up).  
 
3. Recognize Your Employees. 
Recognize their work and reward 
them. Everyone should be aware of 
the effort individuals and teams put 
into their work. At the same time, 
make sure they have ownership over 
their work and give credit where 
credit is due. Inc., Nov. 4, 2020 
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