
Fast facts about cyber security:

News of the latest cyber security attack is on the front page just about every week. 
Here are a few key questions your organization should ask to ensure its operations 

are secure. Don't let your organization become the next headline.

Cima Solutions Group has helped organization of all sizes simplify their 
infrastructure, improve their IT operations, and improve their system availability.

 
Learn more at  cimasg.com/security today.

Do your employees have good 
password hygiene? 

This means passwords are changed 
regularly, and that sensitive log ins 
requires two factor authentication.

Does your system have 
multiple backups to easily 

restore data in the event of a 
ransomware attack?

Are your employees trained to 
recognize phishing and 
spear-phishing emails?

Are your databases encrypted? What are the potential 
compliance issues with your 

data, such as HIPAA and PCI? 1

Is your organization prepared 
to address quickly-evolving 

security risks alone 2 

50% of all cyber 
attacks happen to 

small organizations.3

More than 50% of all 
data breaches are 
caused by weak 

passwords.4

The most common 
cyber crime affecting 
small organizations is 

phishing emails.5

Only 22% of small 
organizations encrypt 

their databases.6

https://www.cimasg.com/security/

