
Keep Your Software Up to Date Use Anti-Virus Protection & Firewall

Use Strong Passwords Use Multi-Factor Authentication

Be Aware of Phishing Attempts Backup Your Data

Outdated software can be a
patchwork of entrances for bad
actors to infilitrate your devices
and networks

Anti-virus and firewall protections will
prevent malware from getting into your
devices in the first place, so you don't
have to mitigate them after the fact

You want to use a strong but
memorable password, try using a
sentence with proper punctuation
not a single word or your phone
number

Multi-factor authentication will
make it so even if your password is
leaked somewhere, a hacker still
can't log into your account

96% of phishing attacks arrive
by email, avoid responding to
suspicious looking emails

Backups can make the difference
between recovering from a
cybersecurity event and losing
everything

@ValleyTechlogic

CYBERSECURITY CHECKLIST
Do Your Part. #BeCyberSmart

Use Caution With Public Wi-Fi

Packet sniffing and unencrypted
connections can lead to your
data being stolen over public
wi-fi, we recommend avoiding it
if you can

Ask the experts

When in doubt, consult the
experts! Especially when it
comes to making smart
cybersecurity choices for your
business

https://www.valleytechlogic.com
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