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WHAT IS AT STAKE?
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www.iapp.org

www.techcrunch.com

“Our own information — from the everyday to the deeply 
personal — is being weaponized against us with military 
efficiency. These scraps of data, each one harmless enough on 
its own, are carefully assembled, synthesized, traded and sold.

Taken to the extreme this process creates an enduring digital 
profile and lets companies know you better than you may know 
yourself. Your profile is a bunch of algorithms that serve up 
increasingly extreme content, pounding our harmless 
preferences into harm.

We shouldn’t sugarcoat the consequences. This is surveillance.” 



A changing regulatory landscape

• Thailand – Data Protection Act waiting to be passed. 

• Pakistan – Data Protection Act waiting to be passed.

• Myanmar – Cybercrime and Cyber Security Law is 
expected. 

• Malaysia – to review Personal Data Protection Act.

• Singapore – Personal Data Protection Act 2012.

• Bangladesh – Regulated through license.
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OPERATIONAL PRIVACY CHALLENGES
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Telenor
• 160 years old

• 172 million mobile customers

• 8 markets

• 9 of 10 customers in Asia

Connecting you to 
what matters most
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Personal data as part of our business

• Mobile operations

• Internet of Things

• Telenor Broadcast

• Marketing technology

• Online marketplace
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Our services are getting smarter 
and more personalised



GDPR readiness in Europe

• Key activities: 

– Mapping data use

– Data Processing Agreements

– Internal competency and training

– Data breach prevention and handling

– Data subject rights
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Privacy dashboard

Allows customers to easily:

– Obtain relevant information

– Change settings and controls

– Access and change their own data
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Asia Privacy Program - Dtac

• Telenor Group wide privacy requirements

– Inventory

– Data Processing Agreements

– Secure data handling and breach
prevention

• Building privacy into systems and 
procedures

• People training and awareness
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Key operational challenges

• Regulatory and cultural differences

• Privacy competency

• Need to promote privacy culture within the
organization
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PRIVACY AS A STRATEGIC ADVANTAGE
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Telenor’s position on privacy
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Telenor’s privacy position Trusted business

Build trust and create value for customers Pursue our business interest and at the same time build 
our trusted partner position

Consumers

• See the clear benefit of sharing data

• Understand our privacy terms and can control 
how we use the data

• Know we handle the data securely



Privacy as a responsibility
and an opportunity

• Personalisation of products and services drives customer
engagement and value creation

• To fully realise our data potential we need act in a 
responsible and privacy friendly way

• Data protection helps building trust and allows for the
digital economy and digital opportunities to develop
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AI, ETHICS AND PRIVACY
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Shaping the future

• AI has the potential to reshape the way we live

• In order to be intelligent AI is dependent on data –
large amounts of data

• Ethical and privacy friendly AI should be designed in 
from the beginning
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AI in Telenor
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• Traffic / capacity prediction
• Mobility analytics
• Fault location and prediction

Network analytics Marketing/sales & 
CC

• Personalized marketing & 
sales

• Chatbots / proactive CC

Digital products

• IoT

• Online classifieds

Oslo region: spotting major 
roads



AI labs in Dtac and Oslo 

• Collaboration with research, academia, business partners and public sector
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AI, privacy and ethics

• Three hot ethical topics when it comes to AI and the use of
personal data: 

– Bias

– Transparency /black box

– Data mimimization and purpose limitation
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Thank you

22


