
As the global incidence of online fraud, social 
engineering and general cybercrime intensifies, 
it is increasingly important for digital users to be 
aware of the common online threats and of ways 
in which to defend the organisation and its staff 
against them.

The primary vector for these attacks is the 
‘spoof’ fraudulent email to an unsuspecting user 
inviting some further action – this simple means 
of engineering an entry to a company’s network 
and online activities now accounts for over 94% 
of the attacks on businesses and targets the 
most vulnerable link on the security network 
– the end user. Having your staff recognising 
these attempts to gain access to data or to steal 
information is paramount to protecting your 
organisation from harm.
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• Reduced Malware Infections

• Reduced Data Loss

• Reduced Potential Cyber-theft

Velocity Technology is a leading IT and cybersecurity solutions provider in Hong Kong and SE Asia, having, since 1998, 
successfully built and managed secure and robust IT infrastructures for the regulated financial service industry and an 
excellent track record in cybersecurity, cloud technologies and IT infrastructure design and management.

Our experience enables us to deliver Security Awareness Training services of the highest standard and provide your staff 
with state-of-the-art training that will assist them in discerning the real from the malicious.

Security Awareness Training is the process of 
educating users in the workplace regarding the 
various, and increasingly numerous, threats that 
now populate the digital space – threats aimed 
at them and through them to the organisation. It 
addresses the processes and best practices to deal 
with attacks directed at the individual, the most 
common target. It aims to educate users in the key 
risk factors of data security and on-line privacy; to 
increase awareness of social awareness tactics; 
to increase user confidence in identification of the 
common threats and how to respond accordingly; 
and to reduce the levels of risks associated with 
cyber security and information technology.
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• Increased User Productivity

• Users Have Security Top of Mind
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